AFNOR CERTIFICATION undertakes, as part of its activities and in accordance with current legislation in France (Law No. 78-017 of 6 January 1978 concerning information technology, files and freedoms (known as the Data Protection Act) and in Europe (Regulation (EU) 2016/679 of the European Parliament and the Council of 27 April 2016 concerning the protection of physical individuals with regard to the Processing of Personal Data and the free movement of such data (RGPD), to ensure the protection, confidentiality and security of the personal Data of the people who enjoy the services and/or products of the entities of the AFNOR Group as well as to respect their privacy.

To ensure that they are properly enforced, AFNOR has appointed a personal Data protection representative, who is the principal contact with regard to the protection of personal Data, both within the AFNOR Group, as well as with regard to its relations with the National Commission for information technology and civil liberties (CNIL). The Data protection representative at the CNIL which has been appointed for the French entities of the AFNOR Group is: DPO, AFNOR, 11 rue Francis de Pressensé 93571 La Plaine Saint Denis - dpo@afnor.org.

By logging onto or by visiting one of the web sites published by AFNOR CERTIFICATION, you acknowledge having read, understood and accepted, without limitation or reservation, the personal data and privacy protection charter. The purpose of this charter is to inform you of the rights and freedoms that you may invoke with regard to AFNOR CERTIFICATION concerning the use of your personal Data and to describe the measures that AFNOR CERTIFICATION has in place in order to protect them.

1. DEFINITIONS

**Personal data**: Personal data means any information concerning a physical individual who has been identified or who can be identified, directly or indirectly, by reference to an identification number or to one or more details which are unique to him or her.

**Processing of personal Data**: Processing personal Data means any operation or any set of operations concerning such Data, regardless of the process used, and in particular the collection, registration, organization, storage, adaptation or the modification, extraction, consultation, use, release by transmission, broadcasting or any other form of provision, reconciliation or interconnection, as well as the blocking, erasure or destruction of such data.

**Cookie**: a Cookie is an item of information which is deposited on an Internet user’s hard drive by the server of the site that he or she is visiting. It contains several items of Data: the name of the server which deposited it, a user name in the form of a unique number, which may be an expiry date. Sometimes, this information is stored on the computer in a simple text file which is accessed by a server to read and record information.

2. COLLECTION OF PERSONAL DATA

AFNOR CERTIFICATION undertakes not to collect personal Data without having informed the persons concerned.
AFNOR CERTIFICATION collects this Data in order to provide the services and/or products requested by the persons concerned, to meet their needs and informs them of what the data is used for.

AFNOR CERTIFICATION ensures the relevance of the personal Data that are collected in order to have a better understanding of the persons concerned.

AFNOR CERTIFICATION collects information submitted automatically by the users concerned about the very use they make of the web site. This information may be the user names of single devices, Protocol Internet ("IP") addresses, browser features, language preferences, details of the operating systems and referring URLs. as well as the duration of the visits to the web site and the pages visited. AFNOR CERTIFICATION may have to use tools, such as Cookies (see.) §9), web tags, embedded scripts, web server logs or other similar technologies for collecting details on the services and devices used for accessing the web sites of AFNOR CERTIFICATION.

AFNOR CERTIFICATION uses third-party web analytics services, like Google Analytics, to help it analyse how the people concerned use the web sites of AFNOR CERTIFICATION. For more information about how Google is likely to use the information collected on the web sites of AFNOR CERTIFICATION, please click on the following link: https://policies.google.com/privacy/partners?hl=fr. For more information on how to refuse the collection of Data by Google Analytics, please click on the following link: https://tools.google.com/dlpage/gaoptout .

3. USE OF COLLECTED PERSONAL DATA

AFNOR CERTIFICATION guarantees the confidentiality of the personal Data which are entrusted to it and right from the design stage of the services, sites, and applications respects the principles of Data protection.

AFNOR CERTIFICATION uses the personal Data of the persons concerned in order to authenticate them, to provide them with the service and/or the subscribed product and to provide them with offers which are tailored to their needs.

AFNOR CERTIFICATION only releases personal Data to its authorized service providers/subcontractors and ensures that they meet the strict conditions of confidentiality, use and protection of this Data.

AFNOR CERTIFICATION undertakes not to release personal Data to third parties without having informed the persons concerned and without having offered them the opportunity to exercise their right of opposition.

AFNOR CERTIFICATION is liable to use the Data of the persons concerned and who were previously kept permanently anonymous for the purposes of statistical studies.

4. PURPOSES OF THE PROCESSING

Whenever you visit one of the web sites published by AFNOR CERTIFICATION, you are liable to provide us with a number of items of personal data in order to access the services and/or products provided by AFNOR CERTIFICATION. The Processing of Personal Data is needed for the performance of services or for AFNOR CERTIFICATION's legitimate interest relating to its certifications (certification of management systems, product certification, service certification, person certification), its assessment (CSR assessment, supplier’s assessment, assessment visit) or its regulatory certificate and labels.
activities. The collection of personal Data allows AFNOR CERTIFICATION to provide the people concerned with the best possible enjoyment of the services/products provided by AFNOR CERTIFICATION, and to improve the way the site or applications used (as the case may be), work; It also allows AFNOR CERTIFICATION to carry out optional satisfaction surveys on its services/products with a view to improving them. Finally, and alternatively the personal Data collected may be used for preventing and combatting computer fraud (spamming, hacking...), or for undertaking optional satisfaction surveys on the services/products of AFNOR CERTIFICATION.

AFNOR CERTIFICATION may in particular, collect some of your personal Data for the purposes of internal and/or external communication so as to be able to respond to your requests for information and learn more about your expectations.

In the on-line forms, the compulsory fields are marked with an asterisk. If you don’t answer the compulsory questions, AFNOR CERTIFICATION will not be able to provide you with the requested service(s)/ product(s). The compulsory or optional nature of the personal Data requested and the potential consequences of a failure to reply by the persons concerned are specified when the data are collected.

Your personal data are not processed at a later stage in any way which is inconsistent with the purposes described above or using the collection forms. They are only kept for as long as is necessary in order for these purposes to be achieved.

Your personal data may be released to certain departments of the processing manager, as well as to certain partners or subcontractors for the purposes of carrying out analyses and surveys.

5. SECURITY OF THE PERSONAL DATA COLLECTED

AFNOR CERTIFICATION has security measures in place which are appropriate to the degree of sensitivity of the personal Data in order to protect them against any malicious intrusion, any loss, or any unauthorised alteration or disclosure to third parties.

AFNOR CERTIFICATION guarantees the security of information which is exchanged during transactions or when payments are made.

AFNOR CERTIFICATION only issues access permits for its information system to those people who need such permits in order to perform their function.

AFNOR CERTIFICATION educates its employees on the protection of the personal Data which is provided to them as part of their duties and ensures that they adhere to the rules and ethics of the AFNOR Group.

AFNOR CERTIFICATION conducts audits to verify that on an operational basis these rules are properly enforced.

AFNOR CERTIFICATION requires its suppliers and/or subcontractors to comply with its principles on security.

6. STORAGE DURATION OF THE COLLECTED PERSONAL DATA
AFNOR CERTIFICATION does not keep personal Data for longer than is necessary for achieving the Processing purpose, whilst at the same time observing the legal and regulatory limits applicable or any other duration given the operational constraints such as effective customer relationship management and the responses to requests from courts or supervisory authorities which have authority over AFNOR CERTIFICATION.

Regarding customers, the majority of the information is kept for the duration of the contractual relationship and for 10 years after the end of the contractual period. Regarding sales leads, the information is stored for 3 years from the time when it was collected or from the last contact with AFNOR CERTIFICATION.

7. INFORMATION AND EXERCISE OF RIGHTS

The individuals concerned whose personal Data are collected have a right of access to the personal Data concerning them, to the rectification or erasure of such data, to a limitation of the Processing, the portability of the Data as well as the right to oppose the Processing.

The individuals concerned are informed, however, that the personal Data collected are, as appropriate, necessary for the performance of the service delivered by AFNOR CERTIFICATION, so that should they wish to use their right to erase the said Data, or to oppose or limit the Processing before the end of the contractual relationship, the service may not be performed.

These rights may be exercised by sending an email to dpo@afnor.org or by writing to AFNOR for the attention of the DPO, AFNOR, 11, rue Francis de Pressensé - 93571 La Plaine Saint-Denis Cedex

AFNOR will reply to anyone invoking any of the aforementioned rights within one (1) month as of the receipt of the request.

However, this deadline may be extended by two (2) months, depending on the complexity of and the number of requests. In this eventuality, AFNOR will inform the person concerned of this extension within one (1) month as of the receipt of the request.

If the person concerned makes his or her request in electronic form, the information is provided electronically where possible and unless the person requests it to be done so otherwise.

Should the Processing manager refuse to proceed with the request for information made by the person concerned, then the Processing manager will give the reasons for this refusal.

The person concerned has the option of lodging a complaint with the National Commission for information technology and civil liberties or the supervisory authority of the European Union Member State in which he or she resides and of seeking judicial redress.

7.1. RIGHT OF ACCESS

Any person may apply to the Processing manager, if any personal Data concerning him or her is subject to Processing. If so, the person concerned may obtain a copy of the personal Data which is subject to Processing as well as the following information:

- purposes of the Processing;
- categories of personal Data concerned;
- recipients or categories of recipients of the Data;
- where possible, the planned storage period for the Data or, if this is not possible, the criteria used for determining this period.
- if the personal Data are not collected from the person concerned, any available information about their source;
- as the case may be, the existence of an automated decision making process, including profiling, and the appropriate information concerning the underlying principle, as well as the importance and the expected consequences of this Processing for the person concerned.

7.2. RIGHT OF RECTIFICATION

Any person whose personal Data are subject to Processing has the right to obtain the rectification of any personal Data concerning them which are inaccurate and for these Data to be supplemented if the purpose of the Processing so requires.

7.3. RIGHT TO ERASE

Any person whose personal Data are subject to Processing has the right to obtain from the Processing manager the erasure of the said Data in the following cases:

- If the personal Data are no longer needed for the purposes for which they have been collected or have been processed in a different way;
- If the person concerned has withdrawn the consent on which the Processing was based and there is no other legal basis for the Processing;
- In the event of the Processing being based on the legitimate interest of the Processing manager, if the person concerned objected to the Processing and that there is no pressing reason for the Processing,
- In the event of the Processing having as its purpose the sales canvassing or profiling related to such canvassing, if the person concerned has objected to the Processing;
- If the personal Data have been subject to unlawful Processing;
- If the personal Data have to be erased in order to comply with a legal obligation, which is stipulated by European Union law or by the law of the Member State to which the Processing manager is subject;

The Processing manager may however refuse to erase the Data in the following cases:

- in order to comply with a legal obligation which requires the Processing as stipulated by European Union law or by French law;
- if the Processing is solely for statistical purposes;
- if the Processing is necessary for establishing, exercising or defending rights in court.

7.4. RIGHT TO THE LIMITATION

Any person whose personal Data are subject to Processing may ask the Processing manager for the limitation of the Processing in the following cases:
- Si cette personne conteste l'exactitude de ses données personnelles, sur une période suffisante pour que le gestionnaire de traitement puisse vérifier l'exactitude des dites données; 
- S’il/elle estime que le traitement ne se conforme pas aux réglementations mais que la personne concernée ne souhaite pas effacer ces données; 
- Si le gestionnaire de traitement n’a plus besoin des données personnelles pour les finalités de traitement, mais que ces données sont encore nécessaires par les tierces parties concernées pour établir, exercer ou défendre des droits en justice; 
- Si la personne a contesté le traitement lors de la vérification pour établir si les motifs légitimes poursuivis par le gestionnaire de traitement prennent priorité sur ceux de la personne concernée.

Si le traitement a été limité, à l’exception de la conservation, les données ne pourront être traitées que dans les cas suivants:

- avec le consentement de la personne concernée,
- pour l’établissement, l’exercice ou la défense de droits en justice.
- pour la protection des droits d’une autre personne physique ou morale, ou pour d’importantes raisons d’intérêt public de l’Union européenne ou d’un État membre.

Si le traitement est alors levé, le gestionnaire de traitement notifie d’abord la personne concernée.

7.5. DROIT DE TRANSPORTÉabilité

Toute personne dont les données personnelles sont traitées peut demander au gestionnaire de traitement de lui fournir ces données ou de les passer à un autre gestionnaire de traitement dans les situations suivantes:

- si le traitement a été réalisé sur la base du consentement de la personne concernée
- si le traitement est nécessaire pour la réalisation d’un contrat auquel la personne concernée participe ou pour la mise en œuvre de mesures précontractuelles demandées à sa demande
- si le traitement est effectué à l’aide de processus automatisés

7.6. DROIT DE RÉTROGRADE

Toute personne dont les données personnelles sont traitées a le droit de se soustraire à ce traitement dans les conditions suivantes:

- si le traitement basé sur la satisfaction des intérêts légitimes poursuivis par le gestionnaire de traitement ou par un tiers, pour des raisons liées à sa situation particulière et si le gestionnaire de traitement ne peut pas démontrer que les motifs légitimes qui prévalent sur les intérêts et les droits et libertés de la personne concernée, ou pour l’établissement, l’exercice ou la défense de droits en justice
- si le traitement a été réalisé pour les finalités de démarchage ou de profilage liés à de telles démarches, il peut s’opposer à ce traitement sans condition.
8. PROTECTION OF PRIVACY

AFNOR CERTIFICATION has appropriate physical, electronic and administrative security systems, designed to protect the personal information obtained from the people concerned, customers and prospects in accordance with this charter. Despite the reasonable efforts that are deployed to protect this information, no transmission over the Internet is completely secure, and AFNOR CERTIFICATION cannot guarantee the confidentiality of the Data which are sent to it via the Internet.

AFNOR CERTIFICATION takes measures to limit the intrusive actions of third parties (spam...) and provides information about electronic attacks (phishing, viruses, kidnapping of information...)

The different AFNOR CERTIFICATION web sites may contain hypertext links which provide access to other third party web sites or third-party online spaces for the convenience and information of the individuals concerned. These third-party web sites concerned may be operated by unaffiliated entities and may have their own policies or opinions on the subject of confidentiality. Consequently, AFNOR CERTIFICATION recommends that users check the privacy policies shown on these third party web sites so as to understand how such sites may collect and use personal Data. AFNOR CERTIFICATION is neither responsible for the content nor the practices applied in terms of confidentiality by third-party web sites, over which AFNOR CERTIFICATION has no control.

The different web sites of AFNOR CERTIFICATION may also include features designed to allow the people concerned to interact with third party web sites or third-party services, including third-party social networks. in the event of third party web sites, third party services or third-party social networks being used, AFNOR CERTIFICATION asks those concerned to read their policy on confidentiality and protection of personal Data.

9. COOKIES

AFNOR CERTIFICATION web sites use cookies, which are designed to improve the browsing experience of the said web sites, as well as to measure the number of visitors to the site or for that matter to allow the sharing of web site pages. The Cookies are deposited on the computer terminal of the persons concerned for a maximum of 13 months from the moment when the person concerned gives his or her consent. After this period, the consent will be sought again.

9.1 TYPES OF COOKIES USED

Cookies required for browsing on the web sites of AFNOR CERTIFICATION. These cookies are absolutely vital in order for the web sites of AFNOR CERTIFICATION to function properly. Their removal may cause browsing difficulties.

Four types of Cookies, which are for the purposes described below, may thus be stored on the computers of users visiting any of the web sites of AFNOR CERTIFICATION.

- Technical Cookies are needed for browsing on our web sites, as well as for accessing the various products and services. Technical cookies in particular make it possible to adapt the presentation of the web sites to the display preferences of the user’s computer terminal.
(language used, display resolution), as well as to memorise passwords and other information which is contained in a form filled out on the web sites (registration or access to members’ personal spaces) and to implement security measures. These Cookies cannot be disabled or configured otherwise access to the site and/or to the services of the web sites may be denied.

- The Cookies for measuring visitor numbers are generated by AFNOR CERTIFICATION or by its technical service providers for the purposes of measuring the number of visits to the different contents and sections of the web sites, so that they can be evaluated and organised better. These Cookies also make it possible, as the case may be, to detect browsing problems and consequently improve the ergonomics of the services of AFNOR CERTIFICATION. These Cookies only generate anonymous statistics on traffic volumes, and do not provide any individual information.

- The advertising Cookies are generated by our network partners, in the advertising spaces of our web sites, and the use of these spaces contributes to the funding of the contents and services that AFNOR CERTIFICATION provides to users free of charge. These Cookies are deposited by our partners as part of advertising partnerships under the terms of which the networks may be required to collect data about the contents viewed on our site.

- “Social networks” cookies make it possible to share the contents of AFNOR CERTIFICATION sites with other people or to inform these other people that a given person is viewing such content or to inform them of the opinion of that person concerning a content of the web site(s) of AFNOR CERTIFICATION. This is, in particular, the case for the "share" buttons from “twitter” social networks. Any social network which provides such an application button is liable to identify the person using this button, even if the person did not use this button when visiting one or more AFNOR CERTIFICATION web sites. AFNOR CERTIFICATION recommends that you read the privacy protection policies of these social networks so that you are aware of the purposes of use, in particular for advertising, of the browser information that is collected by means of these application buttons.

9.2 COOKIE MANAGEMENT

Users have the option of accepting or refusing cookies on a case-by-case basis or of refusing them for good by configuring their browser. If the user chooses to refuse all the cookies, the browsing options which provide access to certain pages of the different web sites of AFNOR CERTIFICATION will be reduced.

Depending on the browser used by the users, the procedures for removing cookies are as follows:

- For Internet Explorer: Click on the Tools button, then on Internet Options
  On the General tab, in browsing History, click on Settings
  Click the Display files button
  Select the cookies which you wish to refuse and click on remove

- For Firefox: Click on the browser Tools icon, then select the Options menu
  In the window that appears, choose "Privacy" and click on "Display cookies".
  Select the cookies which you wish to refuse and click on remove

- For Safari: Click on the Edit icon, then select the Preferences menu
Click on Security and then on Display cookies
Select the cookies which you wish to refuse and click on remove

- For Google Chrome: Click on the Tools icon, select the Options menu then click on the advanced Options tab and go to the "Confidentiality" section.
  Click on the "Display cookies" button.
  Select the cookies that you wish to refuse, then click on remove

If you need any support regarding the different browsers, AFNOR CERTIFICATION recommends that you refer to the official documentation.

10. UPDATE OF THE CHARTER

AFNOR CERTIFICATION may be required to amend this charter at any time, due in particular:

- to the introduction of new services or new technologies
- or legislative and regulatory changes

In the interest of transparency, AFNOR CERTIFICATION recommends that the people concerned visit this page as often as they wish so as to find out about any changes that there may be.